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1. Basic information 

This data privacy statement informs the user of this web side about the collection and use 

of personal data by the web side provider. 

PCBOX Consulting 

Dr. Detlef Boxberg 

Somborner Höh 82 

D - 44388 Dortmund 

Phone: +49 231 96987051 

Fax: +49 231 96987053 

E-Mail: detlef.boxberg@imds-doktor.de 

Personal data are any data that relates to the user in person, e.g. their name, address, e-

mail address, user behavior. 

2.  Controller for data protection 

Please send questions about the data protection to the provider. 

3. Collection and processing of personal data 

3.1 Data when visiting the page  

The provider's website can be visited by the user without providing personal information. If 

the provider's site is visited, the user’s web browser will send the following data to the 

provider’s server: 

 Referrer (previous visited Web side) 

 Requested web site or file 

 Browser and browser version 

 Used operating system 

 Used type of computer 

 Time of request 

 IP-address in an anonymized form  

The legal basis is GDPR section 6.1.f. The provider's legitimate interest is that these data 

serve to ensure the functionality of the provider's website and its optimization.  

The mentioned data are stored for 8 Weeks.  

There is no data disclosure to third parties. 
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3.2 Data when using contact forms 

If a user sends a request to the provider using one of the provider's online forms, the 

company name, surname, telephone number and e-mail address will be collected.  

This data collection serves the swift processing of the contact request. When sending a 

contact query, the user agrees to being contacted by the provider using any of the 

provided contact details to process the contact request. The legal basis is GDPR section 

6.1.f. The provider's legitimate interest is the uncomplicated communication with the 

customer about the latter's specific request, and thus a good customer service. There is 

no data disclosure to third parties. The data are stored separately from other personal 

data of the users and blocked once the request has been handled. 

4. Routine deletion and blocking of personal data 

The provider only processes and stores personal data for as long as required to achieve 

the purpose of their storage. Data can also be stored if required by the European or 

national legislator in EU directives, laws or other regulations the controller is subject to.  

The personal data are routinely deleted as soon as the storage purpose no longer applies, 

or the storage period required by the mentioned regulations expires. 

5. Rights of the user 

The user has the following rights against the provider concerning his or her personal 
data: 

 Right of information  

 Right of rectification or deletion  

 Right to restrict the processing  

 Right to object to the processing  

 Right of data portability  

In addition to these rights, the user also has a right to lodge a complaint with a supervisory 

authority about the processing of his or her personal data by the provider.   

6. User's right to withdraw previous consent 

Users having consented to the provider processing their data can revoke this consent 

against the provider at any time. 


